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eSIM Technology and Ecosystem
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eSIM Adoption in the Smartphone Market 

Secure Remote Connection to Download the Telecom Profiles

eSIM 
Commercialisation 

has accelerated 
following the launch 

of eSIM-only iPhones
in the US in 

September 2022 

The Number of Mobile Service Providers 

offering Commercial eSIM Service for 

Smartphones has doubled in the Last Two 
Years

By 2028, Half of Smartphone Connections 
will use eSIM 

eSIM-only Effect  a 

Clear Impact 

Globally

More than 80
new operators

in recent

months

Most Flagship 
Phones are on board 
having wide porfolio

of eSIM Phone 

models

1 Billion eSIM 
Smartphone 
Connections 

by 2025

Source: GSMA Intelligence 

An opportunity to extend the capabilities of the eSIM to provide a Secure Platform for High Security Services
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eSIM Secured Applications for Mobile (SAM) Main Use cases

A set of High Security Requirements is

required for the Device to store those Non-
Telecom Services

There is no Overall Standard, each Device 

Maker uses their Own Proprietary Solution

Each Service may be hosted in Different 
Secure Element e.g.: eSIM for Telecom 

Profiles, embedded Secure Element for 
Payment

An opportunity to extend the capabilities of the eSIM to provide a SINGLE Secure Platform for High Security Non-
Telecom Services and Telecom Services

Identity
Passports

Driver’s Licence
National Health

Payment
VISA, 

MasterCard, AmEx

Car Applications
Digital Car Key

Bank Applications
Bank Account 

Money Transfer

SAM Use cases
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eSIM Secured Application for Mobile (SAM) Technology

Secure Container for Non-Telecom Profiles
(isolated from the Operator Profile)

Secure Communication based on PKI Secure 
Channel 

Secure Remote Connection to manage the 
service hosted on the SAM Profile (aka SAM 

Security Domain)

SAM

Telco Operator Profile 

Operator Profile SAM Profile 

eSIM 

Device

Local Assistants
Local Applet 

AssistantLocal Profile 
Assistant

Local Applet 
Assistant

Service 
Provider
Device 

App

Service Provider 

SAM Ecosystem

Readiness – Q2-Q3 2023
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eSIM Secured Application for Mobile (SAM) Ecosystem

Service Provider 

Operator Profile SAM Security Domain

eSIM 

Local Applet 
Assistant

Service 
Provider  

App

Application Service Provider (ASP)
Manages its SAM Applet(s) stored under SAM security 

Domain to provide eUICC-based services, possibly 
through its Device Application.

SAM Service Manager (SAM SM)
Manages, on behalf of ASP,  SAM Applet(s) under SAM 

Security Domain via Service Provider App or Local Applet 
Assistant

SAM Security Domain

ASP Security 
Domain

ASP Security 
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SAM Applet
Applet installed under ASP Security Domain to run the 

ASP services in a secure manner as requested by the End 
User

Local Applet Assistant
Functional Software on the Device that provides the 

capability to manage SAM services

SAM Security Domain
A Security Domain dedicated to ASP SD and their SAM 

Applets to manage the secure SAM Commands generated 
by SAM SM and/or ASP

Certificate Authority 

Certificate Authority
Issue PKI Certificates to the SAM Service Manager,  

Application Service Provider and SAM Issuer
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eSIM Secured Application for Mobile (SAM) Model - How it works (1/2)

Local Applet 
Assistant (LAA)

Service 
Provider  

App

Certificate Authority SAM Issuer
SAM SD ASP Security 

Domain

SAM Applet

Issue SAM Issuer Certificate

Issue SAM SD  Certificate

Option 1a: Issue SAM SM  Certificate

Option 1a-1: SAM SM downloads, installs and personalises the SAM Applet on behalf of the ASP via LAA

Mutual Authentication between SAM-SM and SAM-SD

Create and Personalise new ASP Security Domain 

Install SAM Applet via LAA and ASP Security Domain

Access Control Mechanism 

Option 1b: Issue ASP Certificate

Option 1a-2: SAM SM downloads, installs and personalises the SAM Applet on behalf of the ASP via SP App

Mutual Authentication between SAM-SM and SAM-SD via Service Provider App 

Create and Personalise new ASP Security Domain via SP App and LAA 

Install and Personalise SAM Applet via Service Provider App, LAA and ASP Security Domain

Simplify Call Flow

User Installs The 
Service Provider App

SAM issuer creates and 
personalise the SAM SD 

SAM Service Manager 
(SAM-SM) 

Application Service Provider 
(ASP) 

Access Control Mechanism 
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eSIM Secured Application for Mobile (SAM) Model - How it works (2/2)

Local Applet 
Assistant (LAA)

Service 
Provider  

App

SAM Service Manager 
(SAM-SM) 

Application Service Provider 
(ASP) 

Certificate Authority SAM Issuer
SAM SD ASP Security 

Domain

SAM Applet

Issue SAM Issuer Certificate

Issue SAM SD  Certificate

Option 1a: Issue SAM SM  Certificate

Option 1b: Issue ASP Certificate
Option 1b-1: ASP  downloads, installs and personalises the SAM Applet via SP App

Mutual Authentication between the ASP and SAM-SD

Create and personalise new ASP Security Domain via SP App 

Install and Personalise SAM Applet via Service Provider App

Access Control Mechanism 

Simplify Call Flow

User Installs the 
Service Provider App

SAM issuer creates and 
personalise the SAM SD 
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eSIM Secured Application for Mobile (SAM) - Summary

Add Value 
Services

• eSIM adds value to store high security services additionally to the Telecom Services

Reduce 
Integration Cost

• Single Secure Element, eSIM, to store New Services reducing the cost of integration and optimizing the space on 
the device, which means free up more space for other device components e.g: larger batteries  

Avoid 
Fragmentation 

• Standard mechanism to download and manage Non-Telecom Services within the eSIM

SAM opens the door for NEW opportunities to create new products and business models for Operators and Non-

Operator Services 
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